
 

Average Annualized Yield 

January 3.3742% 

February 3.7500% 
 

Interest Rates 

Jan. 1ï5 3.10% 

Jan. 6ï26 3.35% 

Jan. 27ðFeb. 28 3.75% 

All public funds in Oregon must be deposited in compliance with the 

requirements of ORS chapter 295. Public officials may deposit public 

funds up to the amount insured by the Federal Deposit Insurance 

Corporation (FDIC) or National Credit Union Administration (NCUA)

ðcurrently $250,000ðin any insured financial institution with a 

head office or branch located in Oregon. Public funds balances that 

exceed those insurance limits, however, must be held at a depository 

qualified under Treasuryôs Public Funds Collateralization Program 

(PFCP). 

Through the PFCP, depositories pledge collateral to secure any public 

funds deposits that exceed insurance amounts, providing additional 

protection for public funds in the event of a depository loss or failure. 

ORS chapter 295 specifies the value of the collateralðas well as the 

types of collateral that are acceptableðand creates a shared liability 

structure for participating depositories, minimizing (though not 

eliminating) the risk of loss of such funds. 

OAR 170-040-0050 requires public entities to annually verify their 

contact information as well as the list of all banks and credit unions 

where the entitiesô funds are deposited. Treasury recently sent out 

verification requests to entities that have previously provided this 

information. A response to Treasuryôs request is required by the 

included due date to remain in compliance with state law. 

Additional information regarding PFCP can be found at 

www.oregon.gov/pfcp. 

For further information, contact PFCP staff at 503.378.3400 or 

public.funds@ost.state.or.us. 
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https://www.oregonlegislature.gov/bills_laws/ors/ors295.html
https://secure.sos.state.or.us/oard/viewSingleRule.action;JSESSIONID_OARD=P4CCjz-mFVINk2zEFSfF3tU1pwyWu-yFn1TuFYH39ZUvSmX4Ffy-!1318524005?ruleVrsnRsn=26813
http://www.oregon.gov/pfcp
mailto:public.funds@ost.state.or.us
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Now that many organizations have employees splitting time working 

in the office and remotely, cybercriminals are using phishing attempts 

that exploit a lack of close coordination with coworkers or business 

contacts. Other common phishing attempts include the following: 

5 Account Locked or Disabled E-mails. Recipients receive e-

mails that indicate an account from a site like Amazon, Apple, or 

Microsoft is locked or disabled. These e-mails ask the recipient to 

click a link and enter their credentials. The link directs users to a 

fake site where it captures login information. 

5 News and ñClickbaitò Pieces. Many people are hungry for news concerning current events. There are 

a plethora of fake news and clickbait sites that include articles that contain what may seem like 

outlandish news, simply to spur users to click a link. The site then may install a virus or other malware. 

5 Charitable Donations or Prize E-mails. Scammers frequently seek to prey on emotions. They may 

circulate sob stories to solicit donations to fake charities or may promise that a user has won money, a 

gift card, or a free vacation. These attempts can capture banking information, either under the guise of a 

donation or require this information in order to provide a prize. 

5 Coworker Needs Help E-mail. One may receive a spoofed e-mail that appears to be from a coworker 

asking for assistance, often adding a sense of urgency. 

There are many ways one can avoid taking the phishing bait. The best way to prevent phishing attacks is 

through training concerning cybersecurity. Other steps you can take include:  

5 If you receive an ñaccount lockedò e-mail, do not click the link. Instead, go directly to the site and 

determine if the account is really locked. If it is locked, use only the links on the site to reset a password. 

5 Visit only well-known and recognized news and information sites. If a URL appears similar but has 

additional letters or numbers, go to the main site and search for the information there. 

5 Do not donate to charities via an e-mail link. Go directly to the charityôs website and donate via their 

webpage. If you do not remember entering a contest and can find no record of it on the organizationôs 

website, you likely are being scammed. Use common sense and skepticism. 

5 When an odd e-mail from a coworker is received, or an e-mail requesting money or assistance with 

something that normally would not be handled via e-mail, reach out to the contact via phone, or by 

sending a separate e-mail to that contact. Do not reply to the initial e-mail and do not take the steps 

requested in the e-mail without first confirming it is legitimate. 

5 Never open attachments from unknown sources or unexpected e-mails. Confirm with the sender via 

phone or direct e-mail they sent information via an attachment. 

We live in a complex world where cybercriminals seek to capitalize on current events as much as possible. 

Employees must be aware of this and must always be vigilant to help protect organizations from 

cyberattacks. 
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House Bill 2415 (2019) amended ORS 279C.570 related to public 

improvement contracts exceeding $500,000. The amended statute 

requires that amounts deducted as cash retainage for such contracts 

be deposited in an interest-bearing escrow account unless a 

contractor requests an alternate approach (current House Bill 2870 

would remove the escrow requirement). Local Government 

Investment Pool accounts are not escrow accounts and do not satisfy 

this requirement. Treasury is not responsible for determining whether 

funds placed in the pool by a participant are subject to the escrow 

account requirement in ORS 279C.570. Local government finance 

staff should work with their procurement/contracting peers to discuss 

what forms of retainage their organization plans to use and ensure 

appropriate solutions are in place. 
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PFMAM Client Services is available by phone to answer questions, perform account maintenance, and 

process transactions. Support is available from 7:00 a.m. to 4:00 p.m. Pacific, Monday through Friday, at 

855.OST.LGIP. 

Jeremy King is a Key Account Manager in PFMAMôs Client Services Group. 

Jeremy serves as a client advocate providing a ñhigh-touch, high-valueò experience, 

whatever the clientôs additional needs may be. Additionally, his responsibilities are 

to coordinate the efforts of the customer service team in everyday functions. These 

functions include interacting daily with Oregon participants, serving their needs, 

answering any questions they may have, on-boarding new relationships, maintaining 

existing relationships, and client administration. Jeremy graduated from 

Pennsylvania State University, and he spends his free time at the beach, enjoys kayaking, and is involved in 

pet rescue and fostering. 

Rachael Miller is a Client Consultant in PFMAMôs Client Services Group. Rachael 

focuses on providing superior client service by answering client requests regarding 

account activity, updating personnel and account specific information, and training 

new colleagues. She has formed and maintained positive relationships with clients, 

making their experience working with PFMAM a positive one. Rachael is a graduate 

of Millersville University and enjoys spending time with her family and friends, 

running, cooking, and traveling. 

DeWayne Fields is a Client Service Representative in PFMAMôs Client Services 

Group. DeWayne is committed to providing exceptional client service through clear 

communication, accuracy, and understanding. By creating and maintaining effective 

relationships with clients, he can recognize and assist customer needs, answer 

questions in a timely manner, and provide proactive follow up.  


